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1. Introduction

This document provides an overview of the desktop requirements for all Integrated Financial Management Program (IFMP) modules. There are three primary NASA organizational entities that are involved in the implementation of the desktop components that support IFMP:

1. IFMP Integration Project Office (IPO)

2. Center Information Technology Points of Contact (ITPOC’s)

3. Desktop Service Provider Organizations

1.1 Roles

1.1.1 Integration Project Office (IPO):

The IFMP Integration Project defines and deploys the Agency-wide information technology architecture that supports each IFMP module; integrates each IFMP application with other Agency, Center, and external applications; defines and implements an information delivery strategy that enables enhanced access to information contained within IFMP applications; and provides long term operational support for all IFMP systems. The Integration Project also works with each NASA Center to accomplish the deployment of IFM applications to users.
1.1.2 Center ITPOCs:

Each NASA Center will designate a Center Information Technology Point of Contact 

(ITPOC) who will be the primary interface between the NASA Center and the IPO.  The Center ITPOC will be responsible for coordinating the IFMP-related User Interface Support (desktop) efforts at the NASA Center.  Specific responsibilities include coordination of Center software distribution, Tier I Help Desk support, as well as LAN and desktop support for IFMP Systems. 
1.1.3 Desktop Service Provider:

The Center Desktop Service provider, working in co-ordination with the Center IFMP ITPOC, will be responsible for software distribution of IFMP client-side components to end-user desktops and will provide level 2 triage support.

1.2 IFMP Software Distribution Expectations

With few exceptions the IPO will acquire, and provide to the ITPOC, all client-side software components required to access IFMP server-side / data center components. They will perform initial testing of the software and determine any hardware, software, and network protocol requirements. The software will then be staged on the password-protected HTTP IFMP IPO software distribution server with an accompanying installation and configuration guide. IFMP desktop software will be made available to desktop service providers – not individual end-users. The IPO will provide access to this distribution point through the Center ITPOCs.

There are three scenarios for IFMP desktop software distribution:

1. Initial Installation – first time install

2. Scheduled Maintenance – upgrades of new releases (frequency - approx. every 6 months)

3. Make Operable – emergency fixes (frequency - as needed)

The desktop service provider will be responsible for downloading the client software from the IFMP software distribution server to local Center distribution mechanisms and ultimately to the end-user desktop. The method used for software distribution to the desktop will be left to the Center’s discretion. Software testing within the Center’s environment and desktop load is considered a part of this process.

1.3 Help Desk Process

For user requested services, a multi-tier Help Desk approach will be utilized. The first level of support, Tier I, will identify and route all requests, including Business Process and User Support. Tier II is responsible for analysis and resolution of technical or other system-related problems and Tier III is the appropriate external vendor Help Desk.  IFMP will utilize existing Tier I Help Desk personnel at each center.  
The Center Tier I Help Desk will triage all user-reported problems and determine whether the reported problem is related to IFMP Systems or Center-supported technology, such as the Center LAN. 
All IFMP Systems-related problems will be logged by the Center Tier I Help Desk and routed to the IFMP Competency Center (Tier II) for resolution in accordance with the IFMP Help Desk Procedures manual. 
Users may request support for the following services using the Help Desk Procedures: 

· User Interface Support

· Business Process Support

· Application Functional Support

· Application Operations Support

While participation in the ODIN contract varies across the Agency, the majority of IFMP end users are serviced by one of the contractors that were awarded Master Contracts by GSFC in June of 1998. The delivery to the desktop of application software is a critical component within the overall ODIN Service Level Model. To communicate application service and support level requirements to contractors, NASA defined three “Triage” levels in the contract that accommodate the wide variety of COTS/GOTS applications that exist within the Agency. Each Center utilized the triage definitions to classify software applications in use at their respective Center and to firmly set expectations concerning support levels that should be factored into the price of the desktop seat categories. Given the operations model being implemented for the IFMP applications, the Level 2 Triage category matches NASA’s needs with respect to ODIN’s role in the overall deployment and support environment. Section C.5.5.2 of the ODIN Master Contract has been included below and defines the requirements as stipulated for Triage Level 2 software. Although this language is specific to the ODIN contract, it serves as a consistent expectation for all desktop providers servicing IFMP users.

1.3.1 Non-Odin Supported Hardware And Software (Triage Level 2)

ODIN will provide support to Triage Level 2 supported hardware and software on ODIN-managed/provided seats/systems as identified below.  See Attachment L for a list of software Triage Level 2 products.

Non-ODIN supported hardware and software systems may include any Agency and Center standard hardware and software loads supported by the Government or through non-ODIN contracts. The non-ODIN hardware and software also includes items purchased through the CSCC with Triage level 2 support (see Attachment G).  For each NASA Center, the Government will identify a point of contact (POC) to the ODIN Contractor for each hardware and software product in this category.  For Triage Level 2 items (included in the seat/system), the Contractor shall:

1. Facilitate resolution of problems and respond to user requests for information and configuration changes about this hardware and/or software by working, if necessary, with the Government identified POC. 

2. Install the non-ODIN supported hardware and software.  If required the ODIN Contractor shall identify the location and make available the appropriate file space to store non-ODIN supported software. 

3. Ensure the availability of the baseline version of the non-ODIN supported hardware and software.

4. De-install and re-install any non-ODIN supported hardware and software to another location consistent with the move, add, and change provisions for a system (see Attachment E.3.1.8 Moves, Adds, Changes)

Return the configuration to the baseline operable installation when it is determined that the non-ODIN supported hardware and/or software implementation affects the stability or operability of the ODIN configuration.  

1.4 Hardware Standards (2805)

The baseline Agency hardware standards for the ODIN GP1 seat found in NASA-STD-2805 dated January 23, 2001 are adequate at this time to support all IFMP client-side hardware requirements. The IPO will co-ordinate with the Principal Center for Workgroup Hardware & Software (PCWHS) at Glenn Research Center (GRC) when discrepancies are encountered to assist in updating the NASA standards to accommodate IFM requirements.

To access this standard apply for an ID and password at:
http://standards.nasa.gov/NPTS/login.taf
Then search for NASA-STD-2805

1.5 Software Standards (2804)

The Agency software standards in NASA-STD-2804 dated January 23, are not adequate at this time to support all IFMP user software requirements. The IPO is working with the PCWHS at GRC to assist in updating the NASA standards to accommodate IFM requirements. The IFMP IPO is in the process of submitting a formal waiver to the Office of the NASA CIO to cover any discrepancies.

Specific software requirements can be found in the following sections for each IFM module. Examples would be Windows 2000 and Internet Explorer requirements for supporting SAP R3.

To access this standard apply for an ID and password at:
http://standards.nasa.gov/NPTS/login.taf 
Then search for NASA STD-2804

1.6 Points of Contact Information

A listing of Center ITPOCs can be found at:

 http://ifmp.msfc.nasa.gov/center_ITPOC.html. 

The IFMP IPO contacts can be found at:

http://ifmp.msfc.nasa.gov/aboutus.html.

2. Core Financial MODULE

The IFMP implementation of SAP for the Core Financial module consists of the following significant desktop components:

· SAP R/3

· CCSI Bankcard

· SAP Business Information Warehouse (BW)

· Accenture MDM

Each component will be discussed separately in the following sections.

2.1 Deployment Schedule

Pilot Center Rollout (6/2001 – 7/2002)

· Marshall Space Flight Center

Wave 1  (11/2001 – 10/2002)

· NASA Headquarters

· Glenn Research Center

Wave 2  (03/2002 – 03/2003)

· Ames Research Center

· Kennedy Space Flight Center

· Johnson Space Flight Center

Wave 3  (07/2002 – 06/2003)

· Stennis Space Center

· Langley Research Center

· Dryden Flight Research Center

· Goddard Space Flight Center

2.2 Core Financial Center Technology Integration Gap Assessment Activities

As shown in the previous schedule, the Agency Core Financial implementation is organized into the Pilot Center implementation with subsequent and overlapping “waves”. There are 3 Waves of 2, 3, and 4 Centers respectively.

During the preliminary, or “understanding”, phase of a particular Wave implementation, a somewhat formalized Center Technology Integration Gap Assessment is completed in partnership with the Center ITPOC’s and the IFMP IPO. This is typically completed during the first 60 days of the implementation.

During that time the IPO works closed with the Center ITPOC to assess the relative readiness of the Center for the Core Financial implementation from a technology perspective. The ITPOC , in turn, works with the appropriate Center technology service providers. The primary areas that are evaluated include: desktops, networks, security considerations, printing, help desk, etc.

2.3 SAP R/3

2.3.1 Product Description

NASA is implementing the SAP R/3 Enterprise Resource Planning package to support the Core Financial Module. 

SAP’s R/3 is an integrated Enterprise Resource Planning (ERP) system.  An ERP system is an integrated system where all of the modules are designed to share information and automatically create transactions based on various business processes.  R/3 is the client/server version of SAP’s transaction engine. 

The following components of R/3 that are within the scope of the Core Financial implementation: Financial Accounting (FI), Cost Controlling (CO), Funds Management (FM), Project Systems (PS), and Sales & Distribution (SD).

2.3.2 Significant Client Components for SAP R/3

SAP R3 system access is available via three client (desktop) methods:

1. SAPGUI - The most robust client is the SAPgui for Windows user interface (fat client). It supports 100% transaction functionality and is commonly known as having the best overall performance and network efficiency. This client must be distributed to the desktop.

2. SAPGUI for JavaGUI - This is currently the only method of supporting Macintosh users and is close in functionality and performance to the SAPgui for Windows interface. This client must be distributed to the desktop. It requires the presence of a client-side Java Virtual Machine (JVM).

3. SAPGUI for HTML - The third option is the web-based SAPgui for HTML user interface. Currently this interface is only supported via Microsoft Internet Explorer (MSIE) and is typically thought of as having slightly less transaction functionality as the other interfaces and slower performance. It should be noted that SAP has made significant progress in improving the performance and functionality of this client mechanism. Recent testing with MSIE 5.5 SP2 indicates significant improvements in both performance and network traffic, comparable to that of SAPgui for Windows. The key advantage to this interface is the avoidance of client software distribution and maintenance.

The table below contains the software requirements for each client access mechanism.

Table 1.  SAP R3 - Significant Client Components

	
	
	
	Software Requirements

	Program
	Role
	User Interface
	PC
	Mac

	SAP R3
	Casual Users (Windows)
	SAPgui for HTML
	Microsoft Internet Explorer 4.01 or higher

Windows 98, NT 4.0, Windows 2000 (no significant testing yet completed for Windows XP)
	

	
	Casual Users (Macintosh)
	SAPgui for JAVA
	
	Ver. 6.10 JAVAgui

Mac OS 8.6 up to 9.x

Java Virtual Machine Macintosh  Runtime for Java 2.2.4 or above

	
	Active Users (Windows)
	SAPgui for Windows

v4.6D C4
	Windows 2000

Microsoft Internet Explorer v5.0 or higher
	


2.3.2.1 SAPgui for Windows Installation:

The complete install manual for the Core Financial client-side software components is available at the following URL: 

http://ifmp.msfc.nasa.gov/soft_config/corefinancial.html
This site is password protected and IDs and passwords are distributed through each Center ITPOC. Installation instructions, along with screen shots are provided for the initial installation.

In summary, the SAPGUI for Windows requires the following:

· Need approximately 1GB free disk space for initial installation 

· Zip file to download – 195MB

· Unzipped files – 584MB

· Installation overhead – 220MB

· After installation & cleanup the application will occupy approximately 90 – 130MB of hard disk space.

· Patch must be added after installation

· Using “EnjoySAP” version of SAPgui with “Low Speed Connection” enabled

· Windows 2000 is the only IFMP supported desktop operating system for SAPgui for Windows. Windows 98 and Windows NT 4.0 will, but the IFM Program has made the decision to minimize the number of supported platforms.  This is driven by the fact that SAP does not intend to support Windows 98 and Windows NT 4.0 with the next significant versions of SAPGUI.

· Microsoft Internet Explorer version 5.0 or higher must be present on the desktopfor SAPgui for Windows to operate.  MSIE does not have to be the default browser, but installation is required.  SAPgui for Windows makes use of operating system updates that are shipped with IE and are not available separately.  SAPgui for Windows requires an appropriate "level" of operating system, which is only available after the IE has been installed.  Neither Microsoft or SAP support a customized installation (for example if only individual DLLs are installed).  After the installation has been successfully completed, the Internet Explorer .EXE file can be removed.  Again, other browsers (Netscape) can be continued to be used as the default browser.

2.3.2.2 SAPgui for Java Installation:

The complete install manual is available at the following URL: 

http://ifmp.msfc.nasa.gov/soft_config/corefinancial.html.  

This site is password protected and IDs and passwords are distributed through each Center ITPOC. Installation instructions, along with screen shots are provided for the initial installation.

In summary, the SAPGUI for Java requires the following:

· Need approximately 60MB of free disk space to perform the initial install.

· Initial bin file to download, approximately 18MB.

· Configuration file, approximately 1KB.

· After installation and cleanup of the bin file, the application will occupy approximately 40MB of hard disk space.

· After the initial install, a small configuration file must be added before executing the program.

· Mac -OS 8.6 up to 9.x (OS X “classic environment”).

· Java Virtual Machine Macintosh Runtime for Java 2.2.4 or newer.

2.3.2.3 SAPgui for HTML Installation:

Windows 98, NT 4.0, or Windows 2000 with Internet Explorer 4.01 or higher

HTML not available for Macintosh.

Netscape not supported by SAP. (SAP has indicated they will re-evaluate support for Netscape in the near term.)

IPO recommended guidelines for the creation of a double-clickable  icon that launches the HTML GUI and MSIE directly in the presence of another default browser are available in Appendix C

2.3.3 User Estimates

The following table is provides a current estimate of the number of Core Financial users per Center for each Core Financial client access methods. 

Table 2.  Core Financial Client Users by Center (Estimate)

	Center
	SAPgui for Windows
	SAPgui for Java
	SAPgui for HTML
	Total Users

	ARC
	189
	38
	193
	420

	DFRC
	81
	16
	83
	180

	GSFC
	486
	97
	497
	1080

	HQ
	162
	32
	166
	360

	JSC
	432
	86
	442
	960

	KSC
	297
	59
	304
	660

	LaRC
	324
	65
	331
	720

	GRC
	297
	59
	304
	660

	MSFC
	513
	97
	522
	1132

	SSC
	27
	5
	28
	60


2.3.4 Printing

SAPgui for Windows,  SAPgui for Java,  and SAPgui for HTML users will print from SAP by picking an output device that is previously defined within SAP. The SAP system controls access to specific printers based on a users’ authorizations. The printers that are defined within SAP will be NACC-defined printers that already have print queues established through Center network and security perimeters.

For short, single-page printing requirements SAPgui for HTML users may choose to simply “frame print” by choosing Print from the File menu in the browser.

For high volume printing requirements, users will direct output to high volume printers in use today by the NASA financial community.

3. CCSI Bankcard

3.1 Product Description

The P-Card Web Solution (client/server version) is a 3rd-party bolt-on solution for the Core Financial module that is tailored to suit the specific operating environment, financial system, and unique business rules of NASA.  It works in conjunction with the electronic information available from any purchasing card provider that utilizes American Express®, MasterCard®, or VISA® and integrates with all popular ERP software, including Oracle, PeopleSoft and SAP, as well as legacy systems.

3.2 Significant Bankcard Client Components

There are two primary end-user roles for the P-Card system: 1) general end-user, 2) Bankcard administrators. The vast majority of users will use a standard Web interface to perform typical user and approver roles. Citrix will be deployed to support the administrative users (Bankcard Controllers and Accounts Payable).

Table 3.  Bankcard – Significant Client Components

	
	
	
	Software Requirements

	Program
	Role
	User Interface
	PC
	Mac

	BankCard (Core Financial
	Cardholders / Approvers
	Browser
	Microsoft Internet Explorer 4.0 and above or Netscape 4.7 only

Windows 98 or 2000
	Microsoft Internet Explorer 4.0 and above and Netscape 4.7 only

Mac OS 7 or above

	
	Functional Administrators
	Citrix (SecureICA version)
	Citrix Client

Ver. 6.20.985

Windows 98 or 2000
	Citrix Client

Ver. 6.00.94

Mac 0S 8.6 & above


3.2.1 Citrix Client Installation:

The complete install manual is available at the following URL:. 

http://ifmp.msfc.nasa.gov/soft_config/bankcard.html 

This site is password protected and IDs and passwords are distributed through each Center ITPOC. Installation instructions, along with screen shots are provided for the initial installation.

For Centers that already have Citrix deployed, this product requires Citrix (SecureICA client) Version 6.01 or above.

See Appendix B for additional Citrix client instructions.

3.2.2 P-Card Web Client Requirements:

The P-Card Web Solution client operates Microsoft's Internet Explorer 4.0 or higher (recommended) or Netscape browser 4.7only.  No plug-ins or other installed software are required on the client machines.

3.3 User Estimates

The following table provides an estimate of users per Center and client access methods.  This data is based on initial Agency estimates of 4877 total users with 77 functional admin types (22 bankcard controllers & 55 account payable) and 4800 web client seats (3600 users and 1200 approvers).  This table indicates minimum software distribution requirements to support Bankcard with the majority of users being Web based.

Table 4.  Bankcard Client Users by Center (Estimate)

	Center
	Citrix Clients
	Web Clients
	Total Users

	ARC
	5
	336
	341

	DFRC
	2
	144
	146

	GSFC
	13
	865
	878

	HQ
	4
	289
	293

	JSC
	12
	768
	780

	KSC
	8
	528
	536

	LaRC
	9
	576
	585

	GRC
	8
	528
	536

	MSFC
	11
	721
	732

	SSC
	1
	49
	50


3.4 Printing

Two methods of printing exist for Bank Card users.  Web users perform standard web-based printing to the users default printer.  Citrix users print via standard Citrix printing capabilities in which the users local printer is mapped to the server.  For additional details see appendix B for Citrix printing details.

4. Accenture MDM

4.1 Product Description 

The Core Financial Project will utilize the Accenture-developed Method Delivery Manager (MDM). During the Core Financial rollout, each Center will have a limited set of Agency-wide users that access to a Method Delivery Manager (MDM) Lotus Notes database.  This access will allow the MDM users to stay abreast of design decisions, project issues, actions, and resolutions.  

4.2 User Functionality Requirements

For Lotus Notes /MDM,  the IFMP IPO software distribution server will contain:

1. Downloadable client software

2. Installation Instructions

3. Hardware / Software Requirements

4. Contact Information

It will be the responsibility of each Center’s Desktop Service Provider to pull the client software from MSFC and perform the software installation on the required desktops.

Table 5.  MDM – Software Requirements 

	
	
	
	Software Requirements

	Program
	Role
	User Interface
	PC
	Mac

	Accenture MDM
	Active User
	Lotus Notes Client
	Lotus Notes Client

Ver. R5

Windows 98 or 2000
	N/A


4.2.1 Lotus Notes  Installation for Windows:

The complete install manual is available at the following URL: http://ifmp.msfc.nasa.gov/soft_config/mdm.html.  It is password protected and IDs and passwords will be distributed by the Center ITPOC. Installation instructions, along with screen shots are provided for the initial installation.

· Need approximately 350MB to do the initial install.

· Initial self extracting zip file, approximately 93 MB.

· Extracted zip files, approximately 94MB.

· Installation overhead, approximately 50MB.

· After installation and cleanup of the self extracting zip file and extracted installation files, the application will occupy approximately 100MB of hard disk space.

· Each MDM user’s ID file and password has been or will be provided to the installation organization at each center.

4.3 User Estimates

The following table is provided to give an estimate of users per Center and client access methods.  Individual center is responsible for Lotus Notes license purchase.  There will also be a need for Microsoft Project at each center.

Table 6.  MDM Users by Center (Estimate)

	Center
	Lotus Notes Client

	ARC
	25

	DFRC
	25

	GSFC
	25

	HQ
	25

	JSC
	25

	KSC
	25

	LaRC
	25

	GRC
	25

	MSFC
	25

	SSC
	25


5. Business Warehouse (BW)

To be supplied.

6. SAP Training

6.1 Description of Training Tools

6.1.1 SAP 4.6 Navigation

SAP 4.6 Navigation is a web-based training course for SAP 4.6.  It provides an introduction to the SAP R/3 software and will be the first training required for all NASA SAP R/3 users.  The software runs using an Internet browser and will be hosted by the software provider, RWD.

6.1.2 OLQR

The Core Financial On-Line Quick Reference (OLQR) tool provides procedures, job aids, and other necessary Help content to end-users.  The Help content will be role-related, focusing on tasks end-users will perform within their roles and providing needed assistance to effectively use SAP to execute those tasks.

The OLQR tool will be available to end-users during and after Instructor-Led Training (ILT) and Web-Based Training (WBT).

RoboHelp® Enterprise - Office 9 is the tool that is being used to create Web-Help systems for Core Financial.

6.1.3 Web Based Training

The Core Financial Web-Based Training (WBT) course will focus on procedures that describe the process end-users will need to use to complete tasks related to specific roles. The course will be designed with multiple modules that will afford the end user an opportunity to: direct his/her own learning; determine the right level of detail; and assess the success of instruction.  End-Users will be able to access WBT, at their workstations, during the two months prior to "go live."

Macromedia Authorware 6.0 will be used to develop the Web-Based Training course.

6.2 Desktop Requirements for Training Tools

6.2.1 RWD Web Based Training

Windows 9X, 2000, NT, or Macintosh OS 8.0 or higher using IE 5.0 or higher or Netscape 4.51 or higher

Adobe Acrobat Reader 3.0 or higher

Flash 5

Shockwave plug-in 

6.2.2 OLQR

Web Help files require a 4.x or higher browser for Windows and Macintosh

6.2.3 Web Based Training

Playback of Macromedia Authorware 6

Windows:

486 or higher

16 MB ram

Windows 3.1, 95, 98, ME, 2000, XP, NT4 or higher.

Macintosh

Power Macintosh

24 MB of Ram

MacOS 8.1, 8.5, 8.6, 9.x or OS X (classic mode only)

7. NASA Staffing and Recruiting System (STARS) (Resume MANAGER – Resumix)

7.1 Product Description

The NASA STaffing And Recruiting System (STARS) automates the NASA recruiting and staffing functions through the introduction of electronic resumes stored in applicant databases and computer assisted screening of applicants to find those best qualified for vacancies.

7.2 STARS - Significant Client Components

STARS system users include applicants accessing the system from the Internet via a web browser, hiring managers using a web browser with the adobe acrobat plug-in, and recruiters (or Personnel/Staffing Specialists) accessing the Operators Desktop and Recruiters Desktop client modules via Citrix. An additional user role referred to as Super User exists (one per center) but these individuals do not require any special tools other than Citrix.

Table 7.  STARS Significant Client Components

	
	
	
	Software Requirements

	Program
	Role
	User Interface
	PC
	Mac

	NASA Staffing and Recruiting System (STARS) (Resume – Resumix)
	Internet Applicant
	
	Microsoft Internet Explorer 4.01 and above

Netscape 4.08 - 4.76

Windows 98 or 2000
	Microsoft Internet Explorer 4.01 and above

Netscape 4.08 - 4.76

Mac OS 8.6 & above

	
	Hiring Manager
	
	Microsoft Internet Explorer 4.01 and above

Netscape 4.08 - 4.76

Windows 98 or 2000
	Microsoft Internet Explorer 4.01 and above

Netscape 4.08 - 4.76

Mac OS 8.6 & above

	
	Recruiter/HR Specialist
	Citrix (SecureICA version)
	Citrix client

Ver. 6.20.985

Windows 98 or 2000
	Citrix client

Ver. 6.00.94

Mac OS  8.6 or above


7.2.1 Citrix Client Installation:

The complete installation manual is available at the following URL: 

http://ifmp.msfc.nasa.gov/soft_config/res_manager.html. 

This site is password protected and IDs and passwords are distributed through each Center ITPOC. Installation instructions, along with screen shots are provided for the initial installation.

For Centers that already have Citrix deployed, this product requires Citrix (SecureICA client) Version 6.01 or above.

See Appendix B for additional Citrix client instructions.

Note:  The scope of this document is intended for IFM users only, who connect via the Citrix client to IFM Citrix Servers. Although unlikely the possibility exists for a user to use this client to connect to Non-IFM servers. If this is the case, please contact your support group for the Non-IFM servers or applications before changing or upgrading an existing client to ensure compatibility. The IFM support group is not responsible for servers or applications used outside of IFM.

7.2.2 STARS Web Client Requirements

IE 4.01 & above

Netscape 4.08 - 4.76

No plug-ins or other installed software are required on the client machines.

7.3 User Estimates

The following table is provided to give an estimate of users per Center and client access methods. 

Table 8.  STARS Users by Center (Estimate)

	Center
	Citrix Client
	Web Client
	Total Users

	ARC
	14
	1,411
	1,425

	DFRC
	8
	574
	582

	GSFC
	23
	3,137
	3,160

	HQ
	22
	1,000
	1,022

	JSC
	20
	2,959
	2,979

	KSC
	8
	1,798
	1,806

	LaRC
	17
	2,290
	2,307

	GRC
	13
	1,852
	1,865

	MSFC
	20
	2,662
	2,682

	SSC
	3
	284
	287


7.4 Deployment Schedule

Currently in production

7.5 Printing

Two methods of printing exist for Resumix users.  Web users perform standard web-based printing to the users default printer.  Citrix users print via standard Citrix printing capabilities in which the users local printer is mapped to the server. For additional information see appendix B for details on Citrix printing.

8. Travel Manager

8.1 Product Description

Travel Manager is a customized travel management solution for government agencies and contractors. A product of Gelco Inc, NASA has chosen Travel Manager to help automate the management of travel  by NASA employees. Successful implementation will allow NASA to capture expenses, make payments to travelers and enforce travel policies. Traveling NASA employees will interface with the system via a web browser.

8.2 Significant Client Components

Although the majority of Travel Manager users will access the system via a web browser, there is a set of users and administrators that require access to the system via the Gelco GUI client tools. These users will access this software via Citrix.

Table 9.  Travel Manager Significant Client Components

	
	
	
	Software Requirements

	Program
	Role
	User Interface
	PC
	Mac

	Travel Manager
	Casual Users
	
	Microsoft Internet Explorer 4.0 – 5.5 SP2

Netscape 4.7 – 4.74

Windows 98 or 2000
	Microsoft Internet Explorer 4.0 – 5.5 SP2

Netscape 4.7 – 4.74

Mac OS 8.6 or above

	
	Functional Administrators
	Citrix (SecureICA client)
	Citrix client

Ver. 6.20.985

Windows 98 or 2000
	Citrix client

Ver. 6.00.94

Mac OS 8.6 or above


8.2.1 Citrix Client Installation:

The complete installation manual is available at the following URL: 

http://ifmp.msfc.nasa.gov/soft_config/travel_manager.html. 

This site is password protected and IDs and passwords are distributed through each Center ITPOC. Installation instructions, along with screen shots are provided for the initial installation.

For Centers that already have Citrix deployed, this product requires Citrix (SecureICA client) Version 6.01 or above.

See Appendix B for additional Citrix client instructions.

Note:  The scope of this document is intended for IFM users only, who connect via the Citrix client to IFM Citrix Servers. Although unlikely the possibility exists for a user to use this client to connect to Non-IFM servers. If this is the case, please contact your support group for the Non-IFM servers or applications before changing or upgrading an existing client to ensure compatibility. The IFM support group is not responsible for servers or applications used outside of IFM.

8.2.2 Web Client Requirements

IE 4.0 – 5.5 SP2

Netscape 4.7 – 4.74

No plug-ins or other installed software are required on the client machines.

8.3 User Estimates

The following table is provided to give an estimate of users per Center and client access methods.

Table 10.  Travel Manager Users by Center (Estimate)

	Center
	Citrix Clients
	Web Clients
	Total Users

	ARC
	
	1,411
	

	DFRC
	
	574
	

	GSFC
	
	3,137
	

	HQ
	
	1,000
	

	JSC
	
	2,959
	

	KSC
	
	1,798
	

	LaRC
	
	2,290
	

	GRC
	
	1,852
	

	MSFC
	
	2,662
	

	SSC
	
	284
	


Note: User estimates for Travel Manager Citrix Clients are currently in work at each center.

8.4 Deployment Schedule

Deployment schedule is currently under formulation.

8.5 Printing

Two methods of printing exist for Travel Manager users. Both Web users and Citrix users require Adobe Acrobat version 4.0 or higher. Web users  perform standard web based printing to the Adobe plug-in. The data stream for web users print output is carried within the SSL encrypted data stream and is routed to the users default printer. Citrix users print via standard Citrix printing capabilities in which the users local printer is mapped to the server. For additional info see Appendix B.

Appendix A – Network Protocol / Port Requirements

IFMP Center Security Perimeter Port/Protocol Requirements

The IPO has documented the network protocol / port requirements for each IFM module. This information is needed by network security personnel at each Center to ensure adequate Firewall configurations are in place to support IFM users. With the exception of SAP printing, all modules use outbound TCP connections initiated from the user to the IFM servers. In the case of SAP printing, existing NACC print queues will be used. These print queues are already supported by the Center network security perimeters. For Centers with “default allow outbound connections” in the security policy no changes are required. Details of the IFMP network port and protocol requirements are available via an e-mail request to randy.sparkman@msfc.nasa.gov.

Appendix B – Citrix Client Installation Instructions

Downloading the Citrix ICA Client for PC

1. Make sure the hardware complies with the minimum hardware requirements.

2. Download the file named: ica32.exe to your computer from the following website. http://ifmp.msfc.nasa.gov/soft_config/downloads/ica32.exe
3. Save this file to your local hard drive.

4. Once your Citrix client download is complete. 

5. Go to Installing the Citrix ICA client section of this Appendix.

Downloading the Citrix ICA Client for Macintosh

1. Make sure the hardware complies with the minimum hardware requirements.

2. Download the file named: MACICA_SEA.hqx to your computer from the following website. http://ifmp.msfc.nasa.gov/soft_config/downloads/MACICA_SEA.hqx
3. Save this file to your local hard drive.

4. Once your Citrix client download is complete. 

5. Go to Installing the Mac Citrix ICA client section of this Appendix

Citrix Printing

Seamless desktop integration is a key feature of the Citrix environment. Seamless desktop integration allows ICA Client users to access and use local printers, drives, clipboard, and serial ports from within an ICA session. Client printer mapping and client printer autocreation allows users to print to the printer attached to the client machine, and have the server recognize the printer in the ICA session.

The client printer is any printer accessible from the ICA client computer. This client printer can be physically attached to the client computer’s parallel port, or it can be a network printer which is accessible from the ICA client computer. Both local (attached to the parallel port) and network client printers can be used in an ICA session. The user can manually map the client once the ICA session is established from the Citrix desktop, or the client printer can be autocreated, that is, the Citrix server automatically connects the printer for use during the login process (this is the most typical method).

Autocreation of client printers simplifies the printer mapping process, and is usually a task performed by the Citrix server administrator. Autocreation is a process that occurs during the user’s logon process. The server sends API calls to the client, looking for printer specific information, such as which port the printer is connected to, what driver is being used, and what properties have been set for the printer.

Autocreation of client printers requires certain settings to be configured. The client printer mapping settings can be changed in two different utilities. The Citrix connection configuration utility allows you to configure printer settings foe all users connecting through a particular protocol. This allows administrators to easily manage users from one point of administration, by forcing all users connecting, say for example, over ICA-TCP listener to autocreate their printers. The User Manager for domains on the other hand allows the printer settings to be adjusted on a per user basis. Configuring the printer settings here allows administrators to give certain users autocreation rights, while others can be denied rights.

The Citrix ICA web clients, WFICA16.EXE and WFICA32.EXE allow users to print from their published Windows applications back to a Windows client printer. This is achieved by autocreation of the client Windows printer. Unlike the regular network client, the Web client does not create a WFCNAME.INI file on the client workstation. This file contains the Clientname, which is the network name that was assigned when the client operating system was installed.

Macintosh client printer mapping lets you access printers attached to your client computer from an ICA session. When a Citrix server is configured to allow client printer mapping, applications running remotely on the Citrix server can print to local printers. With the ICA Macintosh client, you can print to a PostScript printer or to a PC printer connected to the Macintosh serial port.

Printers not showing up in Citrix Metaframe 1.8

The information in this article applies to:

Microsoft Windows NT Workstation versions 4.0 

SYMPTOMS

When you load a print driver to a Citrix client with a printer name other than the default name given by the driver, the printer does not show up in Citrix. 

POSSIBLE CAUSE

The above symptom may occur for one of the following reasons: 

Printer settings on the Client and Server do not match. 

The default printer name should be taken on both the server and client workstation when the driver is installed. Renaming the print queue will result in a mismatched configuration between the server and client in Citrix.

RESOLUTION

Personnel loading print drivers to “Citrix Client Workstations” should always load the driver using the default settings first. This will load the driver using the default print queue name used on the server. If the user wishes to have a unique printer name for a particular print driver, the driver can be reloaded a second time (keeping the existing driver) and the unique name specified.

STATUS

Test by CSC Citrix Administrator. 
Installing the Citrix ICA Client for PC

1. Double click on the file you downloaded, ica32.exe to begin.

2. Select “Next” on the screen to continue with the Citrix installation.

3. Select “Next” on the screen Welcome screen to continue the client installation.

4. Select “Yes” on the Citrix License Agreement screen to continue the client installation.

5. Select the Destination Folder to install the client.  Select “Next” on the Choose Destination Folder screen to accept the defaults and continue the client installation.

6. Select the Program Folder to install the client.  Select “Next” on the Select Program Folder screen to accept the defaults and continue the client installation.

7. Enter your unique client name in the Client Name field and select “Next” to continue the client installation.

8. Select “No” on the Select Desired Features screen and select “Next” to continue with the client installation.

9. The Client software will now load, and the following message will appear when it completes.  When installation is complete the Information screen will appear.

10. Select “OK” on the Information screen to complete the client installation.

Upgrading the Citrix ICA Client

1. Double click on the file you downloaded, ica32.exe to begin.

2. This screen should appear.

3. Select “Next” on the screen to continue with the Citrix client upgrade installation.

4. Select “Next” on the screen Welcome screen to continue the client upgrade.

5. Select “Yes” on the Citrix License Agreement screen to continue the client upgrade.

6. Select the Destination Folder to install the client.  Select “Next” on the Choose Destination Folder screen to accept the defaults and continue the client installation.

7. To upgrade your existing client to a newer version, choose the selection as shown on and select “Next” to continue the client upgrade.

8. At the ICA Client Name screen, enter your unique client name and select “Next” to continue the client upgrade.

9. Select “No” on the Select Desired Features screen and select “Next” to continue with the client upgrade installation.

10. The client software will now be upgraded, and the following message will appear when it completes.  When the upgrade is complete the Information screen will appear.

11. Select “OK” on the Information screen to complete the client upgrade.

Configuring Program Neighborhood

1. Go to Start => Programs => Citrix ICA Client => Citrix Program Neighborhood.

2. The Program Neighborhood looks like this when it comes up for the first time.

Note:  This is the generic client, not configured for any published application. If you preformed a client upgrade, all the previous information you had should still be there. Only the client version will have changed.  You can check the version by selecting “Help” and “About Program Neighborhood” from the menu bar.

Published Application Configuration

1. Double click on the “Find New Application Set” icon within the Program Neighborhood.

2. Select “Local Area Network” and select “Next” to continue.

3. Select the “Server Location” button.

4. Make sure the Network Protocol is set to TCP/IP, and then select the “Add” button on the Locate New Application Set screen to add server addresses.

5. Enter the ifmpts01.ifmp.nasa.gov on the Add Server Location Address screen and select “OK” to continue. 

6. Select “Backup1” from the pull down menu as shown. Then select the “Add” button again on the Locate New Application Set screen to enter server addresses.

7. Enter the ifmpts06.ifmp.nasa.gov on the Add Server Location Address screen and select “OK” to continue.

8. Select “OK” on the Locate New Application Set screen to continue with Published Application configuration.

9. Using the drop down arrow, highlight the server farm for the application your looking for and then select “Next” to continue. In this example we have selected Travel Manager. You should select the farm for the application you wish to run.

10. Uncheck “Use Server Default” on the Find New Application Set screen for Window Colors, and select 256 Colors using the drop down arrow.

11. Select “Finish” to complete the configuration.

12. Verify security settings by selecting the icon (click on it once to highlight) and then select “Settings ICON”.

13. Verify Encryption level is set to: “Use Server Default and 128-bit.

14. To make a connection to the server. Double click the Published Application Icon in Program Neighborhood. You will need a valid Citrix user account (Username and Password) to gain access to the server.

Changing from UDP to TCP/IP 

1. To change from UDP type network traffic, to TCP/IP based traffic, perform the following steps.

2. Highlight the Published Application ICON by clicking on it just once.

3. Select the “Settings” ICON in the Citrix Program Neighborhood toolbar once.

4. On the Connection tab, under the Server Location box, use the drop down menu under Network Protocol, to change the setting from “TCP/IP” to “TCP/IP + HTTP”

5. Select the Add button and re-enter your server location(s) as you did before, adding the port assignment of 1604 and keeping TCP/IP + HTTP as your network protocol.

6. Enter ifmpts01.ifmp.nasa.gov and 1604 on the Add Server Location Address screen and select “OK” to continue.

7. Select “Backup1” from the pull down menu as shown. Then select the “Add” button again on the Locate New Application Set screen to enter server addresses.

8. Enter ifmpts06.ifmp.nasa.gov and 1604 on the Add Server Location Address screen and select “OK” to continue.

9. Select “OK” on the Locate New Application Set screen to complete the configuration.

10. The published application ICON is now configured. Double click the ICON to establish a connection to the Citrix Server Farm.

11. You will be prompted for a Citrix username and password. The domain name is nasaifmp.

Secure ICA Client for Macintosh

Downloading

· The secure ICA client (MACICA_SEA.hqx) for Macintosh, and this document can be downloaded from the NASA website listed here: http://ifmp.msfc.nasa.gov/soft_config/index.html

· Once you’ve downloaded the client to your Macintosh computer and it has been un-stuffed. Execute the installer (as shown below).

· The installer will decompress all files and place them in a directory on your hard drive. Once this is done the Citrix Secure ICA client has been installed. Proceed to the next section to configure your Citrix client for published applications.

Secure ICA Client Configuration

1. To configure the Secure ICA Client for published applications, run the “Citrix ICA Client Editor” by double clicking the icon (as shown below).

2. In the Citrix Secure ICA client, under the “Network Connection” dialog tab (shown below) enter the following.

Select the “Published Application” button.

Then enter the following…
Username: Is your Citrix account name
Domain: nasaifmp
Password: Is your Citrix password

3. From the “Options” drop down menu, select “Default Settings”

4. Then from the “default settings” window select “Server Location”.

5. From the server location screen, you will select the “Add” button and add the following server addresses under PRIMARY and BACKUP1. 

Note: The Network Protocol type selected has been changed to TCP/IP + HTTP. This enables the Client to use TCPIP instead of UDP. This is shown below.

6. Enter the following server addresses using the Add button. Add ifmpts01.ifmp.nasa.gov under Primary, and ifmpts06.ifmp.nasa.gov under Backup-1. Then press Save.

7. From the Security window dialog box, make sure “Use default Encryption level” is checked.

Note: If this setting gives a security error on connection. Try setting the encryption level to 128-bit and then selecting “Use default Encryption level”.

8. Connection properties window settings are shown below. 

9. The window size settings depend on what screen resolution the user is running.   “Use Default” setting should be selected for window size.

Colors should be set to “Use Default”

10. Save this configuration to your desktop! This will create an ICON that you can use to connect to this published application later.

11. Double clicking the saved ICON will initiate a Citrix connection to the Citrix server farm. If you are prompted for your Citrix Username and Password, enter it to make the connection. From that point on, you will need and application username and password if required.

· For problems, contact your local help desk, keyword: IFMP and Citrix.

Appendix C

Recommendation on setting up IFMP SAPGUI HTML Desktop Icon for Windows 2000

Note: If need be, the centers could possibly be provided with the IFMHTM.LNK file which is created by this procedure.

Steps:

1. Conform that the file c:\Program Files\Internet Explorer\Iexplore.exe exist.

2. Start IE and confirm that it does not check for being the default browser on startup (there is a check box under Tools – Internet Options and the Programs tab).

3. Right click on desktop area.  Select New and click on Shortcut.  This will bring up the Create Shortcut window.

4. Click the Browse button and navigate to and select the file mentioned in step #1.  Click Open.

5. In the Command line field add the url, preceded by a space to the command line.  It should look like this: 

"C:\Program Files\Internet Explorer\Iexplore.exe" https://ifmpcf01.ifmp.nasa.gov:2080/scripts/wgate/webgui/!

Note: The above is an example only.

6. Click Next.  Type IFMHTM ( or whatever) in the Select a name for the shortcut: field and click Finish.

7. The icon can be changed by right clicking the icon, then clicking Properties, selecting the Shortcut tab, and then the Change Icon button.
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